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A Note for Open Security Training Users

The slides for this course were revised between the recorded session and now. In order to provide the best materials, the revised slides have been included here; however, you may notice some discrepancies between the recordings and the slides. I apologize; if I ever have the chance to rerecord the video, I will.
Day 1

- Quick Crypto and Security Vocabulary Review
- What Is Trusted Computing?
- TPM 101: A High Level Summary
- Trusted Computing Ecosystem: Beyond the TPM
- Lunch!
- Trusted Computing in the Enterprise: Where We Are Today and Where We’re Going
- TPM Provisioning
Day 2

- Using the TPM: Machine Authentication and Attestation
- Using the TPM: Data Protection and Storage
- Using the TPM: Other Capabilities
- Lunch!
- From Theory to Reality
- Resources for Further Investigation
About This Class

- Ask questions early and frequently!
  - Concepts build on each other
- Discussion encouraged
  - Section of second afternoon reserved for student questions and use cases
- Schedule may vary!